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ViViewer, provided by Shenzhen Weilan New Energy Technology Co., Ltd. (hereinafter referred to as “we” or “us”), is a product that may collect and use your relevant information when you use our services. We aim to explain, through this Privacy Policy, how we collect, use, store, and share your information, as well as the methods we provide for you to access, update, control, and protect this information. This Privacy Policy is closely related to the ViViewer service you use, so please read it carefully and make any appropriate choices in accordance with this policy as needed. We have tried to explain technical terms in this Privacy Policy in a simple way and provide further clarification links for your understanding.
We are committed to protecting the privacy of your personal data. As part of our privacy protection practices, we emphasize that this policy always applies during your use of our platform.

This policy applies to the ViViewer software platform or web version, mobile app services provided by Shenzhen Weilan New Energy Technology Co., Ltd. You can use our app or web application to enjoy various services, such as checking the basic information of the power stations you create, receiving abnormal alarm notifications, and contacting us for power station data services.
If you have any questions, feedback, or suggestions, please contact us through the following methods:
Email: Contact@szweilan.com
	Phone: 0755-89454625
We fully understand the importance of personal information to you and will do our best to ensure the security and reliability of your personal information. We are committed to maintaining your trust and adhering to principles such as:
· Consistency of rights and responsibilities
· Purpose clarity
· Consent principle
· Minimum necessity
· Security assurance
· User participation
· Transparency
We promise to adopt industry-standard security measures to protect your personal information. Please read and understand this Privacy Policy before using ViViewer and our services.
1. Information We Collect
1.1 What personal information do we collect?
When we or our third-party partners provide services, we may collect, store, and use the following information related to you. If you do not provide the relevant information, you may not be able to enjoy certain services or may not achieve the desired effect of the services. The ViViewer services we provide require certain information to function. You are required to provide or allow us to collect the necessary information as outlined below:
	Software Service
	Personal Information

	User Management
	Username, password, phone number, email

	Site Equipment Management
	Site name, location, site ID, equipment data


1.2 How do we use your personal information?
	For necessary personal information, we will use it to provide the business functionality, including ViViewer account registration, station management, device management, and user management, etc.
	Software Service
	Personal Information
	Purpose

	User Management
	Username, password, phone number, email
	Assist in creating accounts and user management upon user request.

	Site Equipment Management
	Site name, site ID, site location, equipment data
	Provide services as requested, debug and repair when platform issues occur.


2. How We Delegate, Share, Transfer, and Disclose Your Personal Information
2.1 Delegating processing
	Some services in ViViewer are provided by external vendors. For example, we may hire service providers to assist us in customer support. We sign strict confidentiality agreements with the companies, organizations, and individuals we delegate to, requiring them to handle personal information in accordance with our requirements, this Privacy Policy, and other related confidentiality and security measures.
2.2 Sharing
	We will not share your personal information with any company, organization, or individual outside of our company, unless we have obtained your explicit consent or based on mandatory legal provisions. We will only share the necessary personal information for legitimate, necessary, specific, and clear purposes. Third parties are not allowed to use shared personal information for any other purposes.
2.3 Transfer
	We will not transfer your personal information to any company, organization, or individual except in the following cases:
· With your explicit consent: After obtaining your explicit consent, we will transfer your personal information to another party.
· In the case of mergers, acquisitions, or bankruptcy liquidation: If personal information transfer is involved, we will ensure that the new entity continues to be bound by the privacy policy, or we will require them to obtain your consent again.
2.4 Public Disclosure
	We will only disclose your personal information in the following cases:
· After obtaining your explicit consent.
· Based on legal disclosure: In cases of legal requirements, legal procedures, lawsuits, or government regulations, we may disclose your personal information.
3. How We Protect Your Personal Information
3.1 Security Measures
	We have implemented industry-standard security measures to protect your personal information from unauthorized access, public disclosure, misuse, modification, damage, or loss. For example, access control, SSL transmission encryption, data encryption, and other security measures.
3.2 Data Security Capability
	We have an annual information security training plan and regularly conduct privacy protection and information security awareness training for our employees.
3.3 Information Retention
	We will take all reasonable and feasible measures to ensure we do not collect irrelevant personal information. We will retain your personal information only for the duration necessary to achieve the purposes stated in this policy, unless a longer retention period is required or permitted by law.
3.4 Internet Security
	Although the Internet environment cannot be 100% secure, we will do our best to ensure the safety of the information you send to us.
3.5 Notification of Security Incidents
	If a personal information security event occurs, we will notify you promptly in accordance with legal requirements, including basic information about the event, its potential impact, the measures we have taken, and suggestions for mitigating risks.
4. Your Rights
According to relevant laws, regulations, standards, and practices in China and other regions, we guarantee you the following rights over your personal information:
4.1 Access to Your Personal Information
	You have the right to access your personal information, unless otherwise stipulated by law. If you wish to exercise this right, please email us at Contact@szweilan.com, and we will respond within 30 days.
4.2 Correction of Your Personal Information
	If you find any errors in your personal information processed by us, you have the right to request corrections. You can submit a correction request through the method listed under "Access to Your Personal Information."
4.3 Deletion of Your Personal Information
	In the following cases, you can request us to delete your personal information:
1. If we violate laws or regulations in processing your personal information.
2. If we collected and used your personal information without your consent.
3. If we process your personal information in violation of agreements with you.
4. If you no longer use our products or services.
4.4 Withdrawal of Consent
	You may withdraw your consent at any time for the additional collection and use of your personal information. You can withdraw consent through the platform's authorization settings or contact customer support.
4.5 Account Cancellation
	You can cancel your account at any time. After cancellation, we will stop providing services and delete your personal information upon request.
4.6 Request for Personal Information Copy
	You have the right to obtain a copy of your personal information.
4.7 Automated Decisions
	We may make decisions based on information systems or algorithms, but if these decisions significantly affect your legal rights, you have the right to request an explanation.
4.8 Response to Requests
	For security reasons, we may require you to submit a written request or prove your identity in another way. We will respond within 30 days.
5. Global Transfer of Your Personal Information
In principle, we store personal information collected and generated within the People's Republic of China. However, since we provide products and services globally, your personal information may be transferred to jurisdictions outside the country where you use the product or service. We will ensure adequate protection for your personal information in accordance with applicable local laws.
6. Policy Updates
We may update our privacy policy. If any significant changes occur, we will provide more prominent notifications.
7. Contact Us
If you have any questions, comments, or suggestions regarding this Privacy Policy, please contact us at:
	Email: Contact@szweilan.com
